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I.  Description of Operations Financed:

Mission and Functions

A. Assistant Secretary of Defense (Networks and Information Integration)

Global War on Terrorism        

The Global War on Terrorism (GWOT) funding will support the Horizontal Fusion program to expand the ability to automate data pull and fusion across geographically dispersed, multiple intelligence databases in order to track and target fleeting targets.  This effort has direct applicability to the current military operations ongoing and contemplated in the Central Command Area of Responsibility (CENTCOM AOR).

B.  Under Secretary of Defense (Intelligence) 
Global War on Terrorism        

The Under Secretary of Defense (Intelligence) (USD(I)) Global War on Terrorism (GWOT) program will focus on continuous assessment and analysis of DoD’s asymmetrical technological superiority against terrorist assets and activities world wide.  Particular emphasis will be in assuring the Combatant Commanders’ capability to execute the force projection mission with the best possible all source intelligence information and equipment for the operational forces to maximize success of operations.  These transformational capabilities are critical to homeland defense and essential in defending against terrorist threats world wide by providing the support necessary to conduct preemptive offensive operations.  Our assessments must come up with new ways to counteract the threat with our technological advantages.  The DoD must be an overwhelming offensive capability with a commensurate defensive capability.  Funding will sustain a mechanism that supports the rapid exchange of intelligence information 
I.  Description of Operations Financed:  (Continued
B.  Under Secretary of Defense (Intelligence)  (Continued)
Global War on Terrorism (Continued)        
between the Theater Combatant Commanders, the components, Allied/Coalition partners, and US Embassies.  These efforts have direct applicability to the current military operations ongoing in the Central Command Area of Responsibility (CENTCOM AOR).

C.  Assistant Secretary of Defense (Homeland Defense) 

Critical Infrastructure Protection        

The Critical Infrastructure Protection program (CIP) will focus assessing and analyzing Department of Defense (DoD) critical infrastructure assets including identifying and fixing potential vulnerabilities and assuring the Combatant Commanders’ capability to execute the force projection mission. These transformational capabilities are critical to homeland defense and essential in defending against terrorist threats in the continental United States and abroad. This is important because the United States has entered an era of new vulnerabilities.  Current and future adversaries are assessing the United States’ vulnerabilities and coming up with new ways to counteract U.S. military technological advantages.  Terrorists will strike to cause mass casualties, and even more sophisticated adversaries are identifying United States soft targets that will disrupt our military operations and undermine confidence in our ability to mobilize, sustain and deploy military capability.  The DoD counterweight must be a defensive strategy commensurate with its overwhelming offensive capability, especially for homeland defense.  Led by OSD/Homeland Defense and supported by the Joint Project Office-Special Technology Countermeasures (JPO-STC), defense infrastructure sector leads and the military services, the Critical Infrastructure Protection program gets to the heart of these issues.  The DoD Critical Infrastructure Program identifies what assets are most critical to 
I.  Description of Operations Financed:  (Continued)

C.  Assistant Secretary of Defense (Homeland Defense) (Continued)
Critical Infrastructure Protection (Continued)       
military operations and single-points-of-failure within and between critical infrastructures – the targets of a sophisticated adversary.  The program is conducting vulnerability assessments on critical infrastructure assets in both the public and private sectors, avoiding expensive assessments of assets that are not critical to military operations.  The Critical Infrastructure Protection program is identifying what must be fixed first.
II.  Financial Summary (O&M:  $ in Thousands):

  





_         FY 2004 _________                



FY 2003
Budget    Current

FY 2004
FY 2005  



Actuals
Request  
Approp  
Estimate
Estimate
A. Activity Group:

1. Core Operating Program

a. C3I FY 2002/2003 

Global War on Terror


(GWOT)
69,760
-
-
-
-
b. C3I FY 2003 GWOT
91,130
10,900
-
-
-

c. NII FY 2004 GWOT
-
-
10,553
10,553
6,250
d. Critical Infra-


structure Protection


program (CIP)
8,000
11,188
10,988
10,988
12,208
e. OUSD(I) FY 2004 


GWOT
-
-
1,200
1,200
24,192
    Subtotal
168,890
22,088
22,741
22,741
42,650
II.  Financial Summary (O&M:  $ in Thousands): (Continued)

     B. Reconciliation Summary:
  




 Change
 Change
       



FY 2004/FY 2004
FY 2004/FY 2005




  1. Baseline Funding    
             22,088           
22,741          



  2. Congressional Adjustments  


       a. Distributed  
1,200
- 

 
       b. Undistributed 
-547
- 

  
       c. Gen. Provisions  
- 
-
 

  
    3. Appropriated Amount (Subtotal)
22,741     
 -




  4. Emergency Supplemental FY 2004
57,902
-


  5. Baseline Funding
80,643
-

  

    6. Less Supplemental
-57,902
-
  

    7. Price Increases
-
296


    8. Program Increases
-
24,053


  9. Functional Transfer-Out
-
-4,440




  10. Current Estimate
22,741
42,650


B. Reconciliation of Increases & Decreases:
        FY 2004 President’s Budget Request


22,088
        1.  Congressional Adjustments 
             a.  Distributed Adjustments


1,200

b.  Undistributed Adjustments


-547

2004 President’s Budget Request
  

22,741
II.  Financial Summary (O&M:  $ in Thousands): (Continued)

        2.  Emergency Supplemental Appropriations Act (P.L. 108-106)
              a. FY 2004 Emergency Supplemental Appropriations Act (P.L. 108-106)


1) Combined Enterprise Regional Information


   Exchange System (CENTRIX), also known as


   Coalition Information Sharing (NII)

7,347


2) Global War on Terror (GWOT) (NII)

2,900


3) Critical Infrastructure Protection (CIP)

14,500


4) USD(I) Support to Information Operations

4,641


5) USD(I) Technology Development

23,199


6) USD(I) Special Technology

5,315

     Total Congressional Earmarks Adjustments


57,902
Baseline Funding


80,643


3.  Less Emergency Supplemental


-57,902
Normalized Current Estimate for FY 2004


22,741


4.  Price Change


296


5.  Functional Transfers

               a.
CENTRIX to the Air Force from NII



-4,440
        6.  Program Increases



a.  Program Growth in FY 2004

    1) Increase for OUSD(I) Organization Standup -
     

22,976
    2) Increase for ASD(HD) Critical Information Protection –

       Due to increased requirements for Combatant Commanders.     

1,077
FY 2005 Budget Request


42,650
III.  Performance Criteria and Evaluation Summary:


The Office of the Secretary of Defense (OSD) budget activity primarily funds the operational expenses, (travel, personnel, and contracts) of the civilian management headquarters’ staff offices.  


Other programs under the staff offices’ purview, are assigned to OSD for execution as are congressional increases where appropriate.  The Contingency Operations funding falls into this category.  The performance of these is normally evaluated using accounting records.  Obligations are expected to closely approach 100%.  


Department of Defense (DoD) goals are set at the Departmental level.  Each year the Secretary of Defense submits an unclassified Annual Report to the President and Congress containing the DoD goals.  These reports are available on the Internet at http://www.defenselink.mil/execsec.  (It is the Government Performance and Results Act Appendix.)


The Planning, Programming and Budgeting System (PPBS) allocates resources to meet the Department’s goals.  One of the OSD offices, the Office of the Under Secretary of Defense (Comptroller) (OUSD(C)), is responsible for the PPBS.  Equivalent staff offices are responsible for the proper execution of programs Department-wide.  Quantifiable performance criteria and evaluation criteria are not applied to the OSD policy oversight function.   


An OSD/Management Headquarters staff reduction goal was established under the Defense Reform Initiative and apportioned among the OSD components by the OSD Office of Management and Planning.  
 

IV.  Personnel Summary:





  

FY 2004/






FY 2003
FY 2004
FY 2005
FY 2005

Active Military

End Strength (E/S) (Total)

 
Officer


0
0
0
0

Enlisted


0
0
0
0
 
Civilian End Strength (Total)
 
US Direct Hire


0
0
0
0





Active Average 

Strength (A/S) (Total)


Officer


0
0
0
0

Enlisted
 

0
0
0
0
  
Civilian FTEs (Total)
  
US Direct Hire


0
0
0
0


V.  OP 32 Line Items as Applicable: (Dollars in Thousands)


  
Change from
Change from



FY2003 to FY2004
FY2004 to FY2005





FY 2003
Price
Program
FY 2004
 Price   Program
FY 2005 
 




Actuals
Growth
Growth
Estimate
 Growth
Growth
Estimate

Studies, Analysis & Evaluation

168,890
2,196
 -51,229
22,741
318
19,591
42,650
NOTE: FY 2004 excludes the Supplemental.

OSD-6
6
OSD-6

